
Important Notification 

  

1. Some phishing e-mails were detected recently. Those e-mails are 

usually entitled “NCYU” and imitate the e-mail account and the log-in 

web pages of webmail system from NCYU. The contents of those 

e-mails are almost written in traditional Chinese. Here is a sample: 

================================================= 

 
================================================= 

To protect your computer from being infected or damaged by malware, 

please don’t reply those mails and don’t click the links in the mail. If 

you have replied, please change your password immediately. 

 

2. The only URL of NCYU Webmail System is: https://mail.ncyu.edu.tw. 

The phishing website is located in USA: 

http://www.mcskcpa.com/administrator/templates/khepri/css/mail.ncy

u.edu.tw.htm. (Don’t try to click it, please.) 

 

3. NCYU Computer Center never asks the user provide the account and 

password. Please contact with NCYU Computer Center if you receive 

the e-mails which ask you provide your account, password, or 

personal information. 

 

4. We also suggest that, if you receive e-mails from other organizations 

which ask you provide your password or private information , it is 

better to check the matter via telephone. 



 

Sincerely,  

 

Information Network Division of NCYU Computer Center 

 network@mail.ncyu.edu.tw  

05-2717259 

http://www.ncyu.edu.tw/cc_eng/content.aspx?site_content_sn=5715
https://mail.ncyu.edu.tw/cgi-bin/genMail?adr=network@mail.ncyu.edu.tw&

